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Abstract: Proposes to include 5GC support of IoT NTN as a Rel-19 TEI.
1. Introduction
As the IoT continues its rapid expansion, it becomes increasingly vital to bridge the gap between IoT NTN and the 5GC to fully unlock the potential of 5G technology. Currently, there exist two distinct architectural approaches to satellite access within the 5G framework, as illustrated in Fig.1: one involves the IoT NTN architecture with the EPC, while the other revolves around the NR NTN architecture with the 5GC.


Fig.1: 2 separate satellite access integration architecture
From a market perspective, consolidating into a single core network, i.e., the 5GC, can bring several benefits. It simplifies operator management, reduces both capital expenditures (CAPEX) and operating expenditures (OPEX), and widens the scope of service offerings through satellite connectivity. The considered architecture is shown in Fig.2.
· From terminal’s perspective, R16 defined cellular IoT device already supports 5G NAS.
· From eNB’s perspective, there exists eNB evolved to ng-eNB accessing 5GC via NG interface.
· From 5GC’s perspective, majority managements of NR NTN can be reused for IoT NTN.


Fig.2: the aimed architecture for 5GC support of IoT NTN
In the journey of technological evolution, although IoT NTN and NR NTN are often discussed independently, their characteristics are intricately interconnected. For instance, elements like the core network's ability to discern satellite access for mobility restrictions, policy controls, TA management for moving cells, UE location verification for regulatory compliance, and optimization of discontinuous coverage are considerations shared by both architectures. Therefore, the transition of IoT NTN to seamlessly integrate with the 5GC is expected to be with little burden, as it can leverage the mechanisms already established in NR NTN. This analysis delves into 8 key aspects of enabling IoT NTN to smoothly transition to the 5GC, with NR NTN within the 5GC serving as the baseline for comparison. 
[bookmark: _Hlk149757837]Support for identification and restriction of IoT NTN RAT types 
In NR NTN, there are 4 RAT types (NR(LEO), NR(MEO), NR(GEO) or NR(OTHERSAT)) are considered, while in IoT NTN, there are in total 12 E-UTRA RAT types (as defined in clause 4.13.2 in TS23.401) were introduce. When IoT NTN accesses to 5GC, such information is also necessary to be included in the NG interface from ng-eNB to 5GC to distinguish the different satellite access types and take RAT type as a reference for mobility restrictions (i.e. RAT restrictions), and policy controls (QoS control and charging control).
[bookmark: _Hlk149756752]Observation 1: AMF needs to recognize the E-UTRA (IoT NTN) RAT types transmitted by ng-eNB 
Verification of UE location in 5GC
In NR NTN, AMF can verify UE location with PLMN ID and ULI (User Location Information) provided via NGAP by gNB in Rel 17. In Rel 18, network verified UE location is enhanced (RP-230809), AMF can interact with LCS (initiating NI-LR as defined in clause 6.10 of TS23.273) to obtain a more accurate UE location.  In IoT NTN, as network verified UE location needs enhanced UE positioning capabilities, e.g. to support positioning measurements/calculations (i.e. RAN work), location verification is not supported in both Rel 17 and Rel 18.   
Observation 2: network verified UE location of IoT NTN in 5GC is not supported. If network verified UE location for IoT NTN is enhanced, this part will be aligned with RAN results.
Network selection for IoT NTN in 5GC
Generally, RAN broadcasts system information to include PLMN information, and UE utilizes the received broadcasted info and PLMN information stored to perform the network selection (PLMN selection as defined in TS23.211 and access network selection as defined in TS36.300/38 .300). 
In ng-eNB’s perspective, such broadcasting feature is already captured in 36.331, e.g. 
· SIB-1 message includes PLMN and PLMN capability information such as cellAccessRelatedInfoList-5GC-r15, cp-CIoT-5GS-Optimisation-r16, up-CIoT-5GS-Optimisation-r16 .etc, 
· SIB-31, SIB-32 messages include satellite-related information, such as ephemeris information, discontinuous coverage information.
Similarly, NB-IoT has corresponding messages, SIB1-NB, SIB31-NB and SIB32-NB. Therefore, from ng-eNB’s perspective, supporting network selection needs no enhancements. From terminal’s perspective, it needs UE to have 5G NAS capabilities to enable the network selection, which feature is already captured in Rel-16 cellular IoT item.
Observation 3: support of network selection for cellular IoT in 5GC can apply to IoT NTN in 5GC
Mobility registration update for IoT NTN in 5GC
UE behavior about whether and when to perform Mobility Registration Update procedure due to the moving radio cells in IoT NTN is the same as in NR NTN.
[bookmark: _Hlk149578507]Observation 4: support of mobility registration update for NR NTN in 5GC can apply to IoT NTN in 5GC
Tracking area handling for IoT NTN in 5GC
RAN broadcasting TA behavior and core network TA management in IoT NTN is the same as in NR NTN.
Observation 5: support of tracking area handling for NR NTN in 5GC can apply to IoT NTN in 5GC
Support of mobility forbidden area for IoT NTN in 5GC
MME behavior about forbidden area management (consider UE in forbidden area or not) in IoT NTN is the same as AMF behavior in NR NTN
Observation 6: support of mobility forbidden area for NR NTN in 5GC can apply to IoT NTN in 5GC
Support of service area restrictions for IoT NTN in 5GC
Service restriction area (allowed, non-allowed service area) is a new concept in 5GC compared to EPC, which was mainly developed to better support use cases that would not require full mobility support and mainly maintained in UE and 5GC side. When accesses to 5GC, UE behavior needs to be enhanced by following UE in NR NTN.
Observation 7: support of service area restrictions for NR NTN in 5GC can apply to IoT NTN in 5GC.
Support of discontinuous coverage for IoT NTN in 5GC
Discontinuous coverage concept is firstly proposed by IoT NTN and then such feature is mapped to NR NTN to optimize/enhance mobility management, paging procedure, power saving and etc. When accesses to 5GC, 5GC already has such capabilities to deal with discontinuous coverage. 
Observation 8: support of discontinuous coverage for NR NTN in 5GC can apply to IoT NTN in 5GC.
2. Proposal
[bookmark: _Hlk149758005]Based on the above observations, it is proposed to proceed a TEI to enable IoT NTN access 5GC with the following enhancements:
· AMF needs to recognize new E-UTRA (IoT NTN) RAT types transmitted by ng-eNB for mobility restrictions (RAT restrictions) and policy control (QoS control, charging)
· AMF does not support network-initiated location verification if RAT type is IoT NTN.
NOTE: 	If network verified UE location for IoT NTN is enhanced, this part will be aligned with RAN results.

And the following alignments:
· Support of network selection for cellular IoT can apply to IoT NTN in 5GC.
· Support of tracking area handling, mobility registration update, mobility forbidden area, service area restrictions, discontinuous coverage for NR NTN can apply to IoT NTN in 5GC.
The detailed justification can be found in S2-2400697, and CRs in S2-2400698, S2-2400699, S2-2400700.
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